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INFORMATION SECURITY POLICY

v To protect the information of the organization against all kinds of
threats that may come from inside or outside, knowingly or
unintentionally.

v To protect the confidentiality of the information against the
access of unauthorized people who will try to break the integrity
of the information.

v Providing access to information as required by business
processes,

v' To provide the obligations arising from legal regulations, security
provisions in contracts and business requirements.

v" To prepare, maintain and test business continuity plans.

v To raise awareness by providing information security training to
all personnel.

v" To establish and maintain information security risk management

v To report all existing or suspected security vulnerabilities to the i
nformation security officer and to ensure that vulnerabilities are i
nvestigated by the information security officer.

v' To provide business requirements for information accessibility
and information systems.

v Ensuring the sensitive protection and storage of the confidential
information of the relevant parties.

v To evaluate continuous improvement opportunities and to carry
out studies to keep the information security management

system up and running.
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